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PHISHING

Check for red flags, such as strange email addresses, 
grammatical mistakes or misspellings.

Do not open suspicious emails or attachments 
claiming to be from well-known organization.

Never share any Personal or Financial information to 
anyone through emails.

Use strict spam filtering for official and personal 
emails.

Verify URLs by hovering the cursor over links. If the 
URL doesn’t match the link, text or looks strange, it 

may be spoofed.


