
VISHING SCAM
CYBER JAAGROOKTA DIWAS - 07.06.2023

SCAMMER

VICTIM

TRANSFER

Scammer will call the victim, 
IMPERSONATING as
Customs / Police / Banker/ 
Courier Person 

•Victim is informed that he 
has problems related to Bank 
/ authorities.
•Scammer ensures that 
victim feels scared to face 
legal action or he will lose his 
money.
•Victim is duped into giving 
his financial information.

Scammer will direct the victim 
to transfer money to a third-
party account or any mule 
account.

 Verify the legitimacy of the caller by asking their
name, position and organization they represent.

 Never Share OTP or Financial information over call.
 Be suspicious of any phone call where the caller

asks you to provide sensitive information.

How To Be Safe From Vishing Attacks ?


