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What is Vishing Scam?
Scammers calls up an unsuspecting person to inform them that a courier package in their name has been caught with drugs or 
other illegal item. Then scammers threaten the person of arrest to extort money.

Unexpected 
Call

• The scam begins with an unexpected Call, seemingly 
from a reputed courier company, informing of some 
unauthorized item in the courier package.

Extort 
Financial 

Data

• The scammer tries to gather financial data/personal 
information which can be used to do financial fraud.

Threaten to 
Extort 
Money

• The scammer then creates an urgency and threatens 
of arrest to extort money.

How to protect yourself from Vishing Scams ?How Vishing Scam occurs?

Verify 
Caller

• Do not respond to unsolicited calls or messages about 
parcels.

Verify 
Authenticity 

• Verify information directly with the courier company to avoid 
fake parcel tracking scam and don’t share personal or financial 
information over the phone or through unverified links.

Never Click 
on Any Link

• Be cautious of clicking on links or attachments in 
emails or messages about parcels.

DIAL 1930 TO REPORT ANY ONLINE FINANCIAL FRAUD
OR REPORT CYBERCRIME AT WWW.CYBERCRIME.GOV.IN


