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DIAL 1930 TO REPORT ANY ONLINE FINANCIAL FRAUD
OR REPORT CYBERCRIME AT WWW.CYBERCRIME.GOV.IN

Victims are contacted over 
IVR calls/SMS/Emails 
whereby fraudsters 
impersonate as RBI officials 
or other Govt Enforcement 
agencies to  threaten the 
victims.

Fraudsters use fake letter heads
& email addresses of Banks/RBI/Govt. 
Agencies to lure victims with offers 
such as lottery winnings, foreign 
remittance ,government schemes etc.

Be Safe From Impersonation Scam

Banks/RBI never sends emails intimating award of lottery funds or any 
remittance funds received from abroad.

Beware of calls, emails, and any other communication by cybercriminals 
posing as officials from Government agencies/ RBI, asking for transfer of 

money.

Do not share account login details, personal information, copies of KYC 
documents, card information, PIN, password, OTP, etc. with unidentified 

persons or agencies.

Never download any unauthorized digital lending apps, which 
fraudulently claim to be registered with RBI as NBFC, digital lending 

app, Payment System Operator, etc


